KuBitX PRIVACY POLICY

KuBitX Limited (“KuBitX,” “we,” “us” and “our”) knows that you care about how your personal information is used and shared. This Privacy Policy explains what information we collect when you access our website located at https://kubitx.io and/or when you use any mobile app or third-party applications connecting to the KuBitX website and related services (referred to collectively hereinafter as the “Services”). It also explains how your information will be used, and how you can control the collection, correction and/or deletion of that information.

Acceptance of Privacy Policy

Please note that by using the Services, you agree that we can collect, use, disclose, and process your information as described in this Policy. Also, please be aware that this Policy only applies to the Services, and not to any other websites, products or applications you may be able to access or link to via the Services. Whenever you are directed to another website from the Services, you should read the privacy policies of those websites before providing any information to them. This Privacy Policy also does not apply to information we collect by other means (including offline) or from other sources.

We will not use or share your information with anyone except as described in this Privacy Policy. The use of information collected through the Services shall be limited to the purposes under this Privacy Policy and our Terms of Use to customers. If you do not agree with or you are not comfortable with any aspect of this Privacy Policy, you should immediately discontinue access or use of our Services.

Changes to Our Privacy Policy

We reserve the right to modify this Privacy Policy at any time and will notify you of changes to this Privacy Policy when required by law. All changes to this Privacy Policy are effective when they are posted on this page. When we change the policy in a material manner, we will let you know via email and/or a prominent notice when you log into the Services, prior to the change becoming effective, and update the “effective date” at the top of this page.

What Information We Collect

Services-Related Personal Information. Before allowing you to access the Services, we may collect personally identifiable information about you, such as your full name, date of birth, government-issued identification number, residential address, phone number, email address, bank account information and/or credit card numbers that you link to your KuBitX account or need to enter when you use our Services. We may also obtain information about you from third parties such as credit bureaus and identity verification services. We will use this information to fulfill your requests and provide the relevant Services.

Services-Related System Information. We also collect basic analytics and log-in information when you use the Services, some of which may be collected from third-party providers like Facebook or Google Analytics. This information may include, among other things, the type of device you use to access the Services, the times you accessed the Services, your IP address,
your device’s hardware model, operating system and version, and other unique device identifiers.

**Cookies and Tracking Technologies.** Whenever third-party providers collect your information, they may install small data files called “cookies” or “pixels” on your browser or hard drive, and this Policy does not cover the use of cookies or pixels by third parties. These technologies may be used in analyzing trends, administering the Services, tracking users’ movements across the Services and to gather demographic information about our user base. We may receive reports based on the use of these technologies by such companies on an individual as well as aggregated basis. Our partners may also use such technologies to deliver advertisements to you as described below. We use cookies to remember users’ settings as well as for authentication and analytics. It is possible to change the settings on most web browsers to block cookies and pixels, but in doing so it may limit your ability to use the Services.

**Log File Information.** Log file information is automatically reported by your browser or mobile application each time you access the Services. These server logs may include information such as your operating system, browser type, referring / exit pages and URLs, number of clicks, domain names, landing pages, pages viewed and other such information. We do not link this automatically-collected data to personally identifiable information.

**How We Use Your Information**

We use the information that we collect to operate and improve the Services, analyze trends for how the Services are being used, personalize your experience of the Services, send you data as part of making the Services available to you, send you technical notices, updates, confirmations, security alerts, to provide support to you, to tell you about other products and services that we think might interest you, or to respond to your comments or questions. Specific examples of how we may use this information include the following:

- To process your transactions and send you notices about those transactions;
- To verify your identity against third-party databases;
- To send Service-related information to you;
- To resolve disputes, collect fees, and troubleshoot problems related to your account; and
- To improve the overall security of the Services.

**How We Share Your Information**

**Personally Identifiable Information.** We will not rent or sell your personally identifiable information to others. We may store personal information in locations outside of our direct control (for instance, on servers or databases co-located with hosting providers). Any personally identifiable information you elect to make publicly available on the Services, such as posting comments on our website, will be available to others. If you remove information that you have made public on the Services, copies may remain viewable in cached and archived pages of the Services, or if other users have copied or saved that information.

We may share your personally identifiable information with third party identity verification services in order to prevent fraud, to verify your bank account and confirm your bank account balance prior to approving a transaction. We may also share information we collect with third
parties who need to access it to work on our behalf, such as software developers to help us make the Services available or providing analytics services for us. We work hard to ensure that these third parties only access and use your information as necessary to perform their functions.

If you use our Services to purchase or sell goods or services, we may provide the buyer or seller with your name, address and/or email to help you complete your transaction. Similarly, if you use the Services to transfer cryptocurrency between yourself and a third party, we may receive personally identifiable information about you from that third party to confirm that you are in fact a KuBitX customer. Please note that information received from third parties is not governed by this Privacy Policy and we are not responsible for any third-party privacy policies which may apply in such cases.

Non-Personally Identifiable Information. We may share non-personally identifiable information (such as anonymous usage data, referring/exit pages and URLs, platform types, number of clicks, etc.) with interested third parties to help them understand the usage patterns for the Services. We will create aggregations and anonymizations that contain your information in a way that does not directly identify you. We may use and/or share those aggregations and anonymizations for a variety of purposes related to the Services, our company and its business. Non-personally identifiable information may be stored indefinitely.

Instances Where We Are Required to Share Your Information. We will disclose your information where required to do so by law, if subject to subpoena or other legal proceeding, or if we reasonably believe that such action is necessary to comply with the law and the reasonable requests of law enforcement, enforce our Terms of Use or to protect the security or integrity of the Services, to prevent behavior that is (or that we think may be) illegal or unethical, and/or to exercise or protect the rights, property, or personal safety of KuBitX, our users or others.

What Happens in the Event of a Change of Control. We may buy or sell/divest/transfer KuBitX (including any shares in KuBitX), or any combination of its products, services, assets and/or businesses. Customer names, email addresses, and other personally identifiable information related to the Services which belong to you may be among the items sold or otherwise transferred in these types of transactions. We may also sell, assign or otherwise transfer such information during corporate divestitures, mergers, acquisitions, bankruptcies, dissolutions, reorganizations, liquidations, similar transactions or proceedings involving all or a portion of KuBitX. You will be notified via email and/or a prominent notice when you log into the Services of any change in ownership or uses of your personal information, as well as any choices you may have regarding your personal information.

Storage and Processing

KuBitX maintains (and requires its service providers to maintain) appropriate physical, technical and administrative safeguards to protect the security and confidentiality of the personal information you entrust to us. This information may be stored and processed in the United States, Europe, Africa, or anywhere else in the world in which KuBitX or its subsidiaries, affiliates or service providers maintain facilities. You acknowledge that, as part of making the Services available to you, we may transfer your information to or maintain your information on computers located outside of your state, province, country, or other governmental jurisdiction, where the privacy laws may not be as protective as those in your jurisdiction. If you are located outside of the United States and you choose to provide your information to us, you agree that
we have the right to transfer your information to the United States and process it there. By using the Services, or by otherwise providing any information to us, you consent to the processing and transfer of that information in and to the United States and other countries.

In addition to any information that is stored on computers which KuBitX or its subsidiaries, affiliates or service providers maintain, the Services may also record data on various distributed public blockchain networks which are replicated over tens of thousands of computer systems across the globe. Given the nature of blockchain technology, once a transaction has been added to the blockchain ledger and verified, it is impossible for you, us, or anyone to delete or modify that data, and it will remain on the blockchain ledger forever. In using the Services, you acknowledge that you understand and accept the fact that your data may be permanently recorded on one or more public blockchains and that it will not be possible to modify or delete that data even though the privacy laws of your jurisdiction might otherwise require such data to be modified or deleted.

How We Protect Your Information

We take safeguarding your information seriously. We will take reasonable administrative, physical, and electronic measures to help protect your information from loss, theft, misuse, unauthorized access, disclosure, alteration or destruction. All that said, no method of transmitting or storing information over the Internet is completely secure. With that in mind, we cannot guarantee the absolute security of your information.

Changing or Deleting Your Information

You may review, update, correct or delete any information you have provided to us simply by logging onto the Services. If you wish to update or delete any other information, you can contact us using the contact information provided in the Contact Us section at the end of this Privacy Policy. We'll take steps to modify or delete your personal information as soon as is practical, but some information may remain in archived/backup copies for our records as required by law. Upon termination of your account, we will retain your information only as long as necessary for to fulfill our obligations in connection with the Services and for any period of time necessary to comply with applicable law, including any applicable statute of limitation.

Compromise of Personal Information

If your personal information is compromised as a breach of security, KuBitX will promptly notify you in compliance with applicable law.

Children’s Privacy

Protecting the privacy of young children is especially important to us. The Services are not intended for use by children under the age of 13 and we do not knowingly collect or solicit personal information from anyone under the age of 13. If you believe that we might have any information from or about a child under 13, please contact us at KuBitX Legal Team. If we learn that we have collected personal information from a child under age 13, we will delete that information as quickly as possible.
Notification Procedures

It is our policy to provide notifications, whether such notifications are required by law or are for marketing or other business-related purposes, to you via email, written or hard copy notice, or through conspicuous posting of such notice on the Services, as determined by us in our sole discretion. We reserve the right to determine the form and means of providing notifications to you, provided you may opt out of certain means of notification as described in this Privacy Policy.

Links to Other Websites

We are not responsible for the practices employed by websites or services linked to or from the Services, including any information or content contained therein. Please remember that when you use a link to go from the Services to another website or service, our Privacy Policy does not apply to those other websites or services. Your browsing and interaction on any third-party website or service, including those that have a link or advertisement on the Services, are subject to that third-party's own rules and policies.

Social Media Widgets

The Services may include social media features, such as a Facebook “Like” button. These features may collect your IP address and which page you are visiting on our Services, for example, and may set a cookie to enable it to function properly. All social media features and widgets that are hosted by a third party are governed by the privacy policy of the third party.

Contact Us

Please contact us at KuBitX Legal Team regarding any of the following:

- You wish to know what information we have about you;
- You wish to change or correct any personal data we have about you;
- You would like us to delete any personal data we have about you (which we will do unless otherwise required by law, to comply with this Policy, or pursuant to normal caching procedures);
- You wish to opt-out of receiving promotional communications from us; or
- You have any questions or wish to provide feedback on this Policy generally, or the use of your information.

You may also send mail to the following address:

KuBitX Limited
35, Suite 1, Salvu Psaila Street
Birkirkara, Malta